


The Commonwealth of Australia and state and territories acknowledge the 

Traditional Custodians of Country throughout Australia and recognise their 

continuing connection to land, waters and community. The Commonwealth of 

Australia and state and territories pay their respects to their Elders, past, 

present and emerging, their histories and cultures. 
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SCHEDULE 1 

DEFINITIONS 

Expressions in bold type in this Agreement have the following meaning: 

ABS means the Australian Bureau of Statistics. 

Accredited Data Service Provider (ADSP} is an entity accredited under section 74 of the Data 

Availability and Transparency Act 2022. ADSPs are expert intermediaries who can assist 

Commonwealth data custodians to prepare and share data appropriately by providing specialised 

data services such as complex data integration, de-identification and/or secure access data services 

to support data sharing projects. 

Accredited User is an entity accredited under section 74 of the Data Availability and Transparency 

Act 2022. Accredited users are authorised to collect and use shared data in accordance with an 

applicable data sharing agreement. 

ADSP-Controlled access - data sharing will be ADSP-Controlled access if: 

(a) an ADSP is sharing the data on behalf of the Data Custodian with an Accredited User;

(b) the data is shared by means of the ADSP providing access to the data:

(j) by use of systems controlled by the ADSP; and

(ii) to particular identified designated individuals for the entity, each of whom has

appropriate experience, qualifications or training; and

(c) the ADSP has implemented controls to prevent or minimise the risk of the data being used to

identify individuals.

ADSP-enhanced data has the meaning that the term has under the DAT Act. 

AIHW means the Australian Institute of Health and Welfare. 

Agency Head means the Secretary or the CEO of a Commonwealth, state or territory department of 

agency. 

ANDI/ is the underlying infrastructure to deliver the NODA and can be used to create other data 

assets. It refers to the following: 

• the national linkage and integration infrastructure, comprising a National Linkage Spine and

National Linkage Model;

• the national data integration system governance and streamlined data sharing

arrangements that enable the creation of domain assets such as the NODA; and

• the ANDII ICT Solution.

ANDI/ Board will provide strategic oversight of the delivery of ANDII infrastructure and technical 

operations and comprise representatives from the Australian government and state and territory 

governments, including all state and territories Party to the complementary NODA MOU. This will 

enable joint governance by all Parties. The ANDII Board will be accountable to the Data and Digital 

Ministers to support their oversight of national data integration infrastructure (through the Senior 

Official's Group). 

ANDI/ Components means the National linkage Spine, National Linkage Map, and Core 

demographics. 
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ANDI/ Guardian is accountable for the safe, legal and ethical creation and-management of ANDII 

Components and their sharing and use across the ANDII Network. The ANDII Guardian is a role 

fulfilled by the ABS, enabled by an ABS authorised officer. This authorised officer has the delegation 

to enter into data sharing agreements to create, maintain and update ANDII Components, and can 

authorise access and use of components across the ANDII Network. 

ANDI/ /CT Solution: 

A) comprises the set of centrally coordinated ICT infrastructure (network, storage, compute),

services and applications that support the ANDII;

B) is provided by ABS as a service to facilitate data sharing and development of data assets such as

the NODA;

C) is being built in the cloud which enhances its security, enables more sophisticated data analytics,

and enables capacity for integrated data assets to be scaled up as needed.

ANDI/ Interim Oversight Group means the group responsible for embedding collaborative 

governance and co-design of technical, infrastructure and streamlined data governance matters 

ahead of establishing a permanent ANDII Board. 

ANDI/ Network describes the accredited agencies in each Commonwealth and state and territory 

jurisdiction that provide data linkage and data access services, including the ICT Solutions that 

support these, and accredited users that seek to access the data for relevant NODA and ANDII 

projects. 

ANDI/ Operations team are responsible for providing technical support for delivery and 

management of ANDII, reporting to the ANDII Board. The ANDII Operations team also supports the 

functions of the ANDII Guardian. The ANDII Operations team is made up of officers from the ABS 

and AIHW. 

approving officer in relation to a Party, means the person described as such in the contact 

information section of this Agreement, or another person nominated for this role by the Party whose 

details are notified to the other Party. 

authorised officer in relation to a Party, means the person delegated to sign the data sharing 

agreements on behalf of an Agency Head. The use of authorised officer in this Agreement is not 

confined to the DAT Act definition and includes all officers with delegated authority to sign data 

sharing agreements under their associated authorising legislation to do so. 

business day means a day that is not a Saturday, Sunday or a public holiday in the Australian Capital 

Territory, or a day falling within the period 25 December to 1 January (both dates inclusive). 

Central Coordinator refers to a single point of contact within each state and territory that: 

a. has delegation to sign data sharing agreements in relation to ANDII on behalf of their

state/territory, or

b. holds a coordination role to facilitate signing among data provider agencies within their

state/territory.

Commonwealth means the Commonwealth of Australia. 

Commonwealth body has the meaning that the term has in the DAT Act. 

Commonwealth data custodian has the meaning that the term has in the DAT Act. 
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contact officer, in relation to a Party, means the person described as such in the contact information 

section of this Agreement, or another person nominated for this role by the Party whose details are 

notified to the other Party. 

content data will comprise linked, de-identified Commonwealth, state and territory and other data 

held for the purpose of analysis. It will be stored and accessed across the ANDII Network and be 

made available for use across the system in line with permissible, analytical purposes. 

Core Demographics provide consolidated derived information that is regularly used in analysis for 

the full NLS population without a data user needing to join or derive this information themselves. 

Core Disability indicators comprise de-identified person-level flags of disability status for the NLS 

population created and maintained by the NDDA Operations team, in the ANDII ICT Solution. 

Core NODA content data means the de-identified NDDA content unit record analysis files (without 

personal IDs), with person-level merging keys, that are created and maintained by the NDDA 

Operations team, in the ANDII ICT Solution. 

DAT Act means the Data Availability and Transparency Act 2022. 

data means any information in a form that is capable of being communicated, analysed or processed 

(whether by an individual or by a computer or by other automated means). 

data access means access to data as contemplated under this Agreement. 

Data Custodian has the meaning that the term has under the DAT Act. 

Data and Digital Ministers (DDM) means the state and territory Ministers with responsibility for 

data and digital matters under Australian federal relations architecture. 

Data and Digital Ministers Meeting (DDMM) the meeting of Commonwealth, state and territory 

Ministers with responsibility for data and digital matters under Australian federal relations 

architecture. 

Data and Digital Ministers Meeting - Senior Officials Group (DDMM SOG) - the meeting of 

Commonwealth, state and territory Senior Officials supporting the Data and Digital Ministers 

deliver cross-government collaboration on data and digital transformation. 

Data Governance Framework (DGF) means the ANDII for NDDA Data Governance Framework. It is 

expected that when the DGF is finalised it will set out the roles and responsibilities of governance 

bodies, data providers, the ANDII and NDDA Guardian, ANDII Network participants and end users, 

and the interaction with ethics committees for the NDDA data asset and ANDII system across the 

end-to end data life cycle. The DGF will also provide transparency on data protections to ensure that 

the data will be shared, managed, and used safely, securely, and legally based on agreed acceptable 

and unacceptable uses. 

data incident means that there is unauthorised access to, or disclosure of, data held by an entity (or 

information is lost in circumstances where unauthorised access or disclosure is likely to occur). 

data provider, means a Commonwealth, state or territory body that has provided data to an ANDII 

Guardian or NDDA Guardian as the source/originating data owner or has provided data to a project. 

This may include a data custodian as defined by the DATA Scheme. 
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DATA Scheme means the scheme that was established by the creation of the Data Availability and 

Transparency Act 2022. The DATA Scheme is underpinned by strong safeguards and consistent, 

efficient processes. It is focused on increasing the availability and use of Australian Government data 

to deliver government services that are simple, effective and respectful, inform better government 

policies and programs, and support world-leading research and development. The National Data 

Commissioner is the regulator of the DATA Scheme and provides advice and guidance about its 

operation. 

data service means any operation performed on or in relation to data at any stage from collection or 

creation to destruction. 

data sharing agreements mean the operational agreements that will facilitate data being shared for 

NDDA and ANDII in association with this Agreement. The data sharing agreements will describe, 

amongst other things, how the data sharing principles must be applied, the method and frequency 

of data transfer, data security requirements, data treatments and access arrangements. 

data sharing principles, as presented in Schedule D of the Intergovernmental Agreement on Data 

Sharing, are the risk management framework that sits at the core of the DATA Scheme to support 

data providers to decide if it is safe to share data. The data sharing principles are based on the 'five 

safes', an international standard for managing disclosure risks. The principles must be applied in 

such a way that, when viewed as a whole the risks of the sharing, collection and use of data are 

appropriately mitigated. The principles are described in section 16 of the DAT Act. 

Dataplace is a whole of government platform to request Australian Government data, including 

under the DATA Scheme. Dataplace is managed by Office of National Data Commissioner (ONDC) 

and the Department of the Prime Minister and Cabinet on behalf of the Australian Government. 

Dataplace will provide accreditation verification, enable streamlined project review, and the 

efficient completion of agreements based on templates for NDDA and ANDII. Dataplace will also 

greatly assist in providing transparency for data providers and the public on the use of data for 

NDDA and ANDII, and support visibility of agreement status for operations teams and researchers. 

de-identified information means information that is no longer about an identifiable individual who is 

reasonably identifiable. 

delivery of government services means the delivery of any of the following services by the 

Commonwealth or a state or territory: 

(a) providing information;

(b) providing services, other than services relating to a payment, entitlement or benefit;

(c) determining eligibility for a payment, entitlement or benefit;

(d) paying a payment, entitlement or benefit.

Note: Making a decision under legislation about whether an individual is eligible to receive a 

payment, before any payment is made, is an example of delivery of government services. The 

purpose of making such a decision is not a precluded purpose. 

domain asset means integrated content data projects (such as the NDDA) that may be used to 

inform communities, and enable data driven policy and program development to deliver better 

outcomes for people and businesses within those communities. 
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Endorsement means the endorsement at the end of this Agreement as referred to in clause 1. 

An enforcement related purpose means any of the following purposes: 

(a) detecting, investigating, prosecuting or punishing:

i. an offence; or

ii. a contravention of a law punishable by a pecuniary penalty;

(b) detecting, investigating or addressing acts or practices detrimental to public revenue;

(c) detecting, investigating or remedying serious misconduct;

(d) conducting surveillance or monitoring, or intelligence-gathering activities;

(e) conducting protective or custodial activities;

(f) enforcing a law relating to the confiscation of proceeds of crime;

(g) preparing for, or conducting, proceedings before a court or tribunal or implementing a

court/tribunal order.

governance body means the group of people that have the authority to exercise governance over an 

entity or project. In the context of data sharing, these bodies may dictate or provide advice on safe 

and appropriate use of data and underlying infrastructure. 

identifiable data is data consisting of personal information (such as names and addresses), where an 

individual is identified or reasonably identifiable. 

Intergovernmental Agreement on Data Sharing means the Intergovernmental Agreement on data 

sharing between the Commonwealth and State and Territory Governments signed on 9 July 2021. 

Legal Authorisation Framework means the Legal Authorisation Framework for the NODA and ANDII. 

This framework was developed by the Australian Government Solicitor (instructed by the ABS and 

AIHW) and describes: 

• the scope of the enabling Commonwealth legislation that will be relied upon to develop and

operate the NODA and the ANDII and to facilitate data sharing between all key

Commonwealth, State and Territory stakeholders through the NDDA and ANDII

• the key provisions in enabling Commonwealth legislation that will be relied on to support

the NDDA and ANDII and the mechanisms that will be used to for sharing, use and release

of data for the NODA and ANDII

metadata - Information about how data is defined, structured and represented. 

National Disability Data Asset (NODA) means the data asset that will bring together de-identified 

data from the Commonwealth and states and territories to enable better understanding of the life 

experiences and outcomes of people with disability in Australia. The NODA MOU captures the in­

principle commitments made regarding data supply, co-governance and cost-share of the NODA. 

National Linkage Map (NLMap) means a linkage map that is a concordance of de-identified person 

IDs (alpha-numeric characters) that provides pointers to records of an individual across different 

datasets. Linkage maps facilitate the bringing together, on a de-identified basis, of content 

(analytical) data in data linkage projects. The National Linkage Map will consist of a network of 

linkage maps developed through linkage using the National Linkage Spine which establishes 

interoperability between the national spine and other datasets. 

National Linkage Model (NLM) describes the end-to-end system and pathways through which ANDII 

data will be acquired, used, managed, and accessed over time on an enduring basis. The National 
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Linkage Model focuses on data flows and the associated concepts and aims to present a 

comprehensive set of design options to deliver ANDII and NDDA data needs. 

National Linkage Spine (NLS} brings together personal information (including names and addresses) 

from a group of core datasets that together provide high quality coverage of the Australian 

population to facilitate matching of records for the same person wherever they appear in the linked 

datasets. De-identified person IDs are assigned to each person and these are used in creating the 

National Linkage Map. 

NDDA Components means the Core NDDA content data, Core Disability indicators and Non-core 

NDDA Content data. 

NDDA Council means the Council that will provide strategic oversight over the uses of the NDDA, 

involving shared decision-making between government and the disability community. 

NDDA Guardian is accountable for the safe, legal and ethical management of NDDA Components. 

The NDDA Guardian is a role fulfilled by the ABS, enabled by an ABS authorised officer. This 

authorised officer has the delegation to enter into data sharing agreements to create, maintain and 

update NDDA Components, and can authorise access and use of components across the ANDII 

Network. 

NDDA MOU is the Memorandum of Understanding between the Commonwealth of Australia 

{Commonwealth), the states of New South Wales, Victoria, Queensland, Western Australia, South 

Australia and Tasmania and the Australian Capital Territory and the Northern Territory of Australia 

that captures the in-principle commitments from states and territories to supply data and agreed 

funding for the ANDII to deliver the NDDA and includes a commitment by governments to co-govern 

the NDDA with the disability community. 

NDDA Operations team support the NDDA Council and provide the day-to-day operations and 

management of the NDDA. The NDDA Operations team also supports the functions of the NDDA 

Guardian. The NDDA Operations team is made up of officers from the ABS and AIHW. 

Non-core NDDA content data means State and Territory-specific content data created, maintained 

and held by ADSPs in the ANDII Network. Non-core NDDA content data can be shared under data 

sharing agreements between the data custodian (the ABS) and an accredited user. 

officer means an employee, officer, contractor or agent. 

output means any data that is a result or product of the use of the shared data. The output data is 

outlined in the 'output' section of the data sharing agreements. 

personal information means information or an opinion about an identified individual, or an 

individual who is reasonably identifiable: 

(a) whether the information or opinion is true or not; and

(b) whether the information or opinion is recorded in a material form or not.

prescribed work means the agreed scope of work described in a contract between a client and 

contractor. 

Privacy Act means the Privacy Act 1988 (Cth}. 
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Privacy Impact Assessment is a systematic assessment of a project that identifies the impact that 

the project might have on the privacy of individuals, and sets out recommendations for managing, 

minimising or eliminating that impact. 

project has the same meaning as it has under the DAT Act. 

project approval means approval for a project. 

project data sharing agreements will capture data use for a project, and outline the project purpose 

(and how it is consistent with the agreed uses of the domain asset), data, data users, settings and 

outputs, and other key issues (e.g. timeframes). Project data sharing agreements will be agreed to 

by the NODA Guardian and/or the ANDII Guardian and project data sharing agreements will be 

administered via Dataplace. 

providing access to data includes both providing access to a particular entity and providing open 

access to the data (releasing the data). 

public interest assessment includes activities that have a consideration of the potential benefits and 

risks to the economy, public health, the environment, and overall social wellbeing. The evaluation 

also has to pay attention to the risks and benefits for individuals and businesses as well as 

population groups, including vulnerable communities. 

public sector data means data lawfully collected, created or held by or on behalf of a 

Commonwealth body, and includes ADSP-enhanced data. 

release for the purposes of this Agreement aligns with the definition in the DAT Act. A reference to 

an entity releasing data includes a reference to the entity: 

a) providing another entity with access to the data; and

b) providing open access to the data (publicly releasing the data).

share refers to the provision of access of data or the transfer of data. 

spine enhancement of state and territory spines involves the creation of subsets of the NLMap 

and/or Core demographics within the DATA Scheme that can inform coverage or quality gaps in 

data. 

state means the State of New South Wales, the State of Victoria, the State of Queensland, the State 

of Western Australia, the State of South Australia, or the State of Tasmania. 

state body has the same meaning as the term has in the DAT Act. 

territory means the Australian Capital Territory or the Northern Territory of Australia. 

territory body has the same meaning as the term has in the DAT Act. 

Two-way data flows describe the reciprocal data sharing arrangements within the DATA Scheme 

between the Commonwealth, states and territories via data sharing agreements between Data 

Custodians, Accredited Data Service Providers and Accredited Users to create, maintain and 

update, and provide access and use to the ANDII Components and NODA Components. This will 

occur across the ANDII Network when ANDII Components or NODA Components are shared via an 

intermediary (ADSP) in a secure access environment. 

use means the access, storage, transfer, and/or transformation of data through contribution, 

consumption, or computation. 
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